
ZCZCHAM2889MARG3963
PTTSZYUW RUETICC0412 1440012-SSSS--RUETIAA RUETICC.
ZNY SSSSS
P 240012Z MAY 11
FM USCYBERCOM FT GEORGE G MEADE MD
TO RUZEFAA/CDR USAFRICOM STUTTGART GE
RHMFISS/CDR USCENTCOM MACDILL AFB FL
RHMFISS/CDR USEUCOM VAIHINGEN GE
RHMFISS/CDR USJFCOM NORFOLK VA
RHMFISS/CDR USPACOM HONOLULU HI
RHMFISS/CDR USSOCOM MACDILL AFB FL
RHMFISS/CDR USSOUTHCOM MIAMI FL
RUCUSTR/CDR USSTRATCOM OFFUTT AFB NE
RHMFISS/CDR USTRANSCOM SCOTT AFB IL
RHMFISS/HQ USNORTHCOM
RHMFISS/HQ USSOUTHCOM MIAMI FL
RHMFISS/HQ USEUCOM VAIHINGEN GE
RHMFISS/HQ USSOCOM MACDILL AFB FL
RHMFISS/HQ USCENTCOM MACDILL AFB FL
RHMFISS/HQ USPACOM HONOLULU HI
RHMFISS/USPACOM HONOLULU HI
RUCBACM/HQ USJFCOM NORFOLK VA
RUCUSTR/HQ USSTRATCOM OFFUTT AFB NE
RHFFBBB/USSTRATCOM COMMAND CENTER OFFUTT AFB NE
RHMFISS/ARMY GNOSC FT BELVOIR VA
RHMFISS/COMFLTCYBERCOM FT GEORGE G MEADE MD
RHMFISS/MARFORCYBERCOM FT MEADE MD
RHMFISS/24AF LACKLAND AFB TX
RUCOWCA/COGARD CYBERCOM WASHINGTON DC
RUETVAA/NRO WASHINGTON DC
RUETIAA/DIRNSA FT GEORGE G MEADE MD
RUETIAA/NSA FT GEORGE G MEADE MD
RUETIAA/NSACSS FT GEORGE G MEADE MD
RHEFDIA/DIA WASHINGTON DC
RUGIAAA/NGA HQ BETHESDA MD
RHMFISS/DARPA ARLINGTON VA
RHMFISS/DCMA HQ ALEXANDRIA VA
RHMFISS/DECA FT LEE VA
RHMFISS/DFAS CLEVELAND OH
RHMFISS/DFAS BRATENAEL OH
RHMCSUU/DISA WASHINGTON DC
RHMFISS/DLA FT BELVOIR VA
RUEKJCS/DODDS WASHINGTON DC
RUEAUSA/DSS WASHINGTON DC
RUEAADN/DTRA OPSCENTER WASHINGTON DC
RHMFISS/OSD JTSC SUFFOLK VA
RUEKJCS/OSD WASHINGTON DC
RUEANBA/PRES NDU WASHINGTON DC
RUCOWCA/COGARD CIRT ALEXANDRIA VA
RHEHWSR/WHITE HOUSE SITUATION ROOM WASHINGTON DC
RHMFISS/WE1TE HOUSE COMMUNICATIONS CENTER WASHINGTON DC

Den	 From: NSA/CSSM 1-52

20070108

Declassify On: 20360

SECRETHREL TO USA, AUS, CAN, CBR, NZL



;AN

SECRET/MEL TO USA, AUS, CAN, CBR, NZL

RUEKJCS/SECDEF WASHINGTON DC
RUEKJCS/CJCS WASHINGTON DC
RUEKJCS/JOINT STAFF WASHINGTON DC
RUEKJCS/NMCC WASHINGTON DC
RUEADWD/DA WASHINGTON DC
RHMFISS/CNO WASHINGTON DC
RHMFISS/CMC WASHINGTON DC
RUEAHQA/CSAF WASHINGTON DC
RUEAHQA/HQ USAF WASHINGTON DC
RULSJGA/COMDT COGARD WASHINGTON DC
RHMFISS/COMNAVCYBERFOR VIRGINIA BEACH VA
RHMFISS/COMNAVNETWARCOM VIRGINIA BEACH VA
RHMFISS/MCNOSC QUANTICO VA
RHMFISS/AFSPC COMMAND CENTER PETERSON AFB CO
RULSJGA/DEPT OF TRANSPORTATION WASHINGTON DC
RHEFHLC/DEPT OF HOMELAND SECURITY WASHINGTON DC
RUEHC/DEPT OF STATE WASHINGTON DC
RUEPTRS/DEPT OF TREASURY WASHINGTON DC
RHEBAAA/DEPT OF ENERGY WASHINGTON DC
RUCFAAN/FEMA HQ WASHINGTON DC
RHMFISS/FAA NATIONAL HQ WASHINGTON DC
RUETICC/USCYBERCOM FT GEORGE G MEADE MD
RHMCSUU/CDRUSACYBER G33 FT BELVOIR VA
RHMFISS/CDRUSACYBER G3 FT BELVOIR VA
RHMFISS/CDRUSACYBER FT BELVOIR VA
RUKTAAA/NSACSS SAN ANTONIO TX
RUSFSOC/NSACSS FT GORDON GA
RUHDKRF/NSACSS HAWAII
RUDCNSA/NSACSS CO DENVER CO
BT

L' V x m 1 xml.. USIGERfCAN/AUSINZ

SUBJECT: OPERATIONS ORDER 11-002, OPERATION GLADIATOR SHIELD

OPER/GLADIATOR SHIELD
MSGID/ORDER/USCYBERCOM/J30001/11-002/OPERATION GLADIATOR SHIELD/OPORD (S//REL
TO USA,FVEY)//

REF/A/EXORD/ (U) CJCS EXORD FOR DIRECTED CYBERSPACE OPERATIONS TO SECURE,
DEFEND AND OPERATE DOD NETWORKS, 112050Z FEB 11(S//REL TO USA, FVEY)//
REF/B/OPORD/ (U) CDRUSSTRATCOM OPERATIONS ORDER (OPORD) GLADIATOR PHOENIX
(OGP) 182216Z FEB 11(S)//
REF/C/OPDIR/ (U) USSTRATCOM OPERATIONAL DIRECTIVE 10-001(USCYBERCOM) (S/REL
TO USA, ACGU)//
REF/D/DOC/ (U) CJCSI 3121.01B/13JUN2005(S)//
REF/E/DOC/ (U) USCYBERCOM CONCEPT OF OPERATIONS (CONOPS)/21SEP2010(S)//
REF NARR/(S//REL FVEY) //
REF/F/DOC/ (U) WARNING ORDER 11-007 FROM COMMANDER, U.S. CYBER COMMAND
(CDRUSCYBERCOM) FOR OPERATION GLADIATOR SHIELD (OGS)/ 042334Z MAR11 (S//REL
TO USA, FVEY) //

ORDTYPE/ORDER/UNITED STATES CYBER COMMAND//

NARR/0171-REL-USA, FVE-Yf CDRUSCYBERCOM HAS APPROVED THE BASE ORDER OF
USCYBERCOM OPORD 11-002, OPERATION GLADIATOR SHIELD (OGS). OGS IS THE
FOUNDATIONAL USCYBERCOM ORDER TO DIRECT THE PLANNING AND OPERATIONS TO
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SECURE, OPERATE, AND DEFEND THE DEPARTMENT OF DEFENSE (DOD) GLOBAL
INFORMATION GRID (GIG)	 (b)(1) USSC
//

GENTEXT/1. (U/AFOUtat THE OGS BASE OPERATIONS ORDER IS AVAILABLE FOR DOWNLOAD
ON SIPRNET HTTPS://WWW.CYBERCOM.SMIL.MIL/J3/J33/PAGES/OGS.ASPX OR
HTTPS://WWW.CYBERCOM.SMIL.MIL/J3/ORDERS
HTTPS://SKIWEB.STRATCOM.SMIL.MIL/SKIWEB-WEB/APP/EVENT?EVENTID=707869  .
THE USCYBERCOM STAFF IS DEVELOPING SUPPORTING OPERATIONAL ANNEXES FOR
STAFFING WITHIN DOD BEGINNING 0/A 31 JULY 2011. A DRAFT ANNEX W (REFERENCES,
TERMS, AND GLOSSARY) IS AVAILABLE AT THE ABOVE LISTED URL FOR REFERENCE
PURPOSES ONLY.//

GENTEXT/2. (U//FOUO) OPORD 11-002 (OGS) SUPERSEDES USCYBERCOM OPORD 05-01
(FORMERLY JOINT TASK FORCE - GLOBAL NETWORK OPERATIONS (JTF-GNO) OPORD 05-
01). FRAGOS ISSUED UNDER USCYBERCOM OR JTF-GNO 05-01 REMAIN IN EFFECT AND
ARE NOW TRANSITIONED UNDER THE OPERATIONAL FRAMEWORK OF THE OPORD 11-002 OGS
BASE ORDER.//

GENTEXT/3. (U/ /-FOLIO) THE USCYBERCOM J3 POINTS OF CONTACT FOR THIS MESSAGE AND
OGS ARE:

la..._  (W/POWO* PRIMARY:

(b)(6) USSC
(b)(6) USSC

2.b (U//FOUO) ALTERNATE:I 

1	
(b)(6) USSC 

(b)(6) USSC   

3.c AFTER DUTY HOURS: USCYBERCOM JOC, NSTS 966-8716, COMM 443-654-0889,
JOCOPS@CYBERCOM.SMIL.MIL//

AKNLDG/YES/ACKNOWLEDGEMENT VIA AMES TO USCYBERCOM OR EMAIL IS REQUIRED.

GENTEXT/AUTHENTICATION/J.A. DAVIS, BG, USA, DIRECTOR, CURRENT OPERATIONS//

DECL/MULTIPLE SOURCES/ 14A/DCDATE:20360501//
BT
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19 May 2011

SUBJECT: Operation Gladiator Shield (OGS)

SEE DISTRIBUTION: Annex Z

(U) References: Annex W

Subject: Letter of Transmittal

(U) CDRUSCYBERCOM OPORD 11-002, OGS, to secure, operate and defend the
Department of Defense (DoD) Global Information Grid is approved and attached for
widest possible implementation and dissemination within the DoD, and to appropriate
mission partners.

KEI B. ALEXANDER
General, USA
Commanding
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HEADQUARTERS
U.S. CYBER COMMAND
FT. MEADE, MD 20755
19 MAY 2011

UNITED STATES CYBER COMMAND (USCYBERCOM) OPERATION GLADIATOR
SHIELD (OGS) OPERATIONS ORDER (OPORD) 11-002 (S//REL TO USA, FVEY)

(U//F49U-Q) NARRATIVE. This OPORD guides and directs the Department of Defense
(DoD) and, as authorized, designated mission partners for cyberspace operations to
secure, operate and defend the critical mission elements of the DoD Global Information
Grid (DoD GIG) and represents a fundamental change in the way DoD will achieve unity
of effort in cyberspace. CDRUSCYBERCOM is the supported commander for OGS and
all other components are supporting unless otherwise specified or directed in this order.
OGS is foundational in both scope and purpose and is a cornerstone for achieving the
USCYBERCOM's overall mission to plan, coordinate, integrate, synchronize, and
conduct activities to: direct the security, operations and defense of specified DoD
information systems and networks; and when directed, conduct full-spectrum military
cyberspace operations in order to enable actions in all domains, ensure U.S. and allied
freedom of action in cyberspace, and, when directed, deny the same to our adversaries.
OGS leverages the full range of capabilities, capacity and authorities of the entire DoD
and mission partners. It clarifies the command and control (C2) relationships and
established authorities. OGS directs cyber responses that transcend a combatant
command AOR, establishes and directs enforcement mechanisms and streamlines
processes to enable rapid approval and timely execution of cyberspace operations. 

1. (U/IFetle) Situation.

a. (U/tPet40) Threats and Vulnerabilities.

(1) (S//REL USA, FVEY)F      (b)(1) USSC      

(b)(1) USSC                

2) (U//FOU0)[	 (b)(3) USSC

(b)(3) USSC                     

1
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(h)(1) IJSSC,(S//REL TO USA, FVEY)

(b)(1) USSC

(b)(3) USSC

3) l) SC(U//FOUO)

(b)(3) USSC

U//F000 b 3 USSC

(b)(3) USSC

(U//FOUO)

(b)(3) USSC

(b3 USSC

(U) Actors and associated threat vectors include:

2
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(a) (U) Types of Actors. Adversaries are categorized into five broad types
based on their respective cyberspace operations capabilities and tactics, techniques
and procedures (TTP):

(U) Full Scope Actors. Actors possessing the full range of cyberspace
access, expertise, capability, operational reach and espionage TTP.

(U) Developed Program Actors. Actors with extensive access to
information technology (IT) through industry. They possess established cyberspace
operations programs, to include programs for disruptive and destructive actions, and
traditional espionage capabilities. This actor type has limited resources and may lack
global reach.

(U) Capable Actors. Actors who possess traditional espionage capability
and a developing cyberspace operations capability. They lack the resources or
penetration of developed program actors. These actors focus on remote access,
disruption of service and insider-enabled operations.

(U) Remote Access Capable Actors. These actors can access Internet
connected systems using openly available hacker tools but lack a traditional espionage
capability.

5. (U) Stand-alone Actors. Actors with access to hardware and software
expertise who understand TTPs but exhibit little evidence of active cyberspace
operations or traditional espionage activity.

(b) (U) Threat Vectors. Adversaries typically employ six (6) broad threat
vectors, independently or in some combination, to affect the security of computer
networks. These are general descriptions and any single threat may be a combination
of several of these types:

(U) Insider. Self-motivated, co-opted or recruited individuals with
legitimate access to targeted information systems using those systems in un-authorized
manners.

(U) Remote Network. Intrusions or attacks through or on the Internet via
other remotely available connections or access points.

(U) Outsourced Service. Access to information systems through
individuals or companies contracted to provide services to the target.

(U) Supply Chain. Subversion of the design, manufacturing and
production, distribution, installation, or maintenance of hardware or software, to include,
access through outsourcing services, individuals, or companies contracted to provide
services to the target.

5. (U) Close Access. Exploitation of information systems that requires the
intruder to be in close proximity to the target because of security measures or isolation.

3



Close access includes the use of implanted devices as well as the collection of
electronic emanations from the target or wireless access points.

6. (U) Foreign Ownership. Penetration of information systems and networks
through foreign proxies, subsidiaries, or joint ventures. Closely associated with the
insider, supply chain or outsourcing threat vectors.

b. (UHFettet Friendly Forces. In order to address risks to the DoD GIG effectively
and to secure freedom of action in cyberspace, USCYBERCOM was established by
DoD to integrate cyberspace operations and synchronize warfighting effects across the
global security environment, as well as, to provide support to civil authorities and
mission partners when directed]	 (b)(3) USSC 

(b)(3) USSC

(1) (ullpeue)-Supporting Commands.

(UH-Fate) Service Components. Those forces under the operational
control (OPCON) of USCYBERCOM.

(UHF-ate) Combatant Commands. Combatant commands build and
maintain subordinate or supporting operational plans or associated named branch or
sequel plans. They respond to direction from USCYBERCOM for DoD GIG Operations
and Defensive Cyberspace Operations that transcend a given combatant command.

(2) (UHF-Otte) Services. Each military service provides secure, assured, and
interoperable information systems and networks and trained personnel for the effective
execution of military cyberspace operations. The Services ensure that Service-
managed portions of all DoD GIG programs are planned, resourced, acquired, and
implemented IAW DoD policies and priorities. They provide USCYBERCOM Service
Component forces required to execute OGS cyberspace operations.

(3) (UHF-Otte) Agencies and Field Activities. All DoD agencies and field
activities are subject to this order and USCYBERCOM direction for OGS cyberspace
operations. Agencies and field activities ensure that agency managed portions of all
DoD GIG programs are planned, resourced, acquired, and implemented IAW DoD
priorities. The following agencies are specifically identified to support USCYBERCOM:

(a) (S//REL TO USA, FVEY) 10):(1)1(0)(3)  USSC 

(b)(1) / (b)(3) USSC
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(c)(UHF0U0) (b1(3) USSC,

(b)(3) USSC

(b)(1) / (b)(3) USSC

(b) (U/tFetiG) The Defense Information Systems Agency (DISA). DISA
supports OGS by engineering and providing C2 capabilities and enterprise
infrastructure to continuously operate and assure a global enterprise for the DISA
elements of the DoD GIG providing direct support to joint warfighters, national-level
leaders, and other mission partners across the full spectrum of operations.

(U/tFetJe) Law Enforcement/Counterintelligence (LE/CI). The LE/CI
community, while not wholly within DoD, contributes to OGS by providing timely
actionable intelligence in support of current operations. LE/CI identifies the linkages
between insider and other threats to the DoD GIG. USCYBERCOM will share
information and intelligence, and assist the LE/CI community as requested or directed.

(U/IF-04de) Other non-DoD agencies

(U) Other U.S. Government Agencies. Other U.S. Government Agencies
may have access to the DoD GIG and DoD GIG resources to include the DHS, DoJ,
DoS, DoE, OMD, WHS, and FBI. USCYBERCOM, ICW DISA, will coordinate with non-
DoD agencies for the security of those portions of the DoD GIG accessed or used by
those.

(S//REL TO USA, FVEY) (b)(1) USSC          

(b)(1) USSC        

c. (U//fretie) Area of Concern

(UHF&EJ-0) Area of Responsibility (AOR). The AOR for OGS is the DoD GIG.

(Ullfettil-e) Area of Operations (AO). The AO for OGS is global with effects
manifesting in the DoD GIG and with other portions of cyberspace accessed, as
authorized, to achieve OGS objectives. The DoD GIG is the globally interconnected,
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end-to-end set of information capabilities for collecting, processing, storing,
disseminating, and managing on-demand information to warfighters, policy makers, and
support personnel. The DoD GIG includes owned and leased communications and
computing systems and services, software, data, security services, related services,
and select networks of the National Security Systems (NSS).

(3) (UHF-01.10) Area of Interest (AOI).For OGS, the A01 is global and is
represented by the information environment comprised of physical, informational,
spectral and cognitive dimensions and its cyberspace intersections with the air, land,
maritime and space domains. 

d. (S//REL TO USA, FVEY)I (b)(1) USSC •   

(b)(1) USSC                

(S//REL TO USA, FVEY) (b)(1) USSC

(b)(1) USSC

(U) Execution.

a. (UHF-Otte) Concept of Operation.

(1) (UHFOU0)1
	

(b)(7)(E) USSC

(b)(7)(E) USSC

(a) (S//REL TO USA, FVEY) (b)(1) USSC

(b)(1) USSC

6
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1. (S//REL USA, FVEY)J b)(1) USSC

) (S//REL TO USA, FVEY)

(b)(1) USSC

(b)(1) USSC

(b)C.1) USSC

(b)(1) USSC



-

(b)L1) USSCc. (S//REL USA. FVEY)

h 1 IJSSCa. (S//REL USA, FVEY)

(b)(1) USSC

(b)(1) USSC

(b)(1) USSC

(b)(1) USSC

2. (S//REL USA, FVEY)

(b)(1) USSC

h 1 IJSSC



(S//REL USA, FVEY). (b)(1) USSC

(b)(1) USSCa. (S//REL USA, FVEY)

(b)(1) USSC

(b)(1) USSC

.(SHRFI USA FVFY) (h)(1 USsr

(b)(1) USSC
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(b)(1) USSC

(b)(1) USSC

(3) (S//REL USA, FVFY).	 (h)(1) USSC

(b)(1) USSC

4 S//REL USA FVEY

c. (S//REL USA, FVEY)I

(b)(1) USSC

(h) 1 t1SSC

b. (S//REL USA, FVEY)

(b)(1) USSC

(2) (U//FOU.0) Strategic Objectives.

(a) (S//REL TO USA, FVEY) (b)(1) USSC	

(b)(1) USSC

10
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h 1' I 1SSC(S//REL TO USA, FVEY)
(b)(1) USSC

(b)(1) USSC(S//REL TO USA, FVEY)

(b)(1) USSC
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(S//REL TO USA. FVEY)   	 (h)(1) USSr                 
(b)(1) USSC                   

(S//REL TO USA, FVEY)I	 (b)(1) USSC
(b)(1) USSC

(3) (W/F43149-)- Operational Objectives.

(S//REL TO USA, FVEY) 	 (b)(1) USSC
(b)(1) USSC 

(S//REL TO USA. FVEY)
(b)(1) USSC  

(b)(1) USSC        

(U/I-Feelde) All DoD Components are in, and sustain, compliance with
established DoD GIG standards.

(U//F0t10) Key partner nations and organizations are enabled to
coordinate, synchronize and, as required and authorized, execute DoD GIG Operations
and Defensive Cyberspace Operations with USCYBERCOM to achieve OGS objectives
and intent.

(S//REL TO USA, FVEY) r 	 (b)(1) USSC
(b)(1) USSC

(S//REL TO USA, FVEY) I	 (b)(1111S,SC
(b)(1) USSC 

(i) (S//REL TO USA, FVEY) (b)(1) USSC 

(b)(1) USSC

(i) (S//REL TO USA, FVEY) (h)(1) 11SSC             

(b)(1) USSC    

(k) (S//REL TO USA, FVEY)	 I
(b)(1) USSC

11
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(S//REL TO USA, FVEY)

(b)(1) USSC

b(1 USSC

(S//REL TO USA, FVEY)

(b)(1) USSC

(b)(1) USSC

(I) (S//REL TO USA, FVEY)   (1?).(1) USSC                       

(b)(1) USSC                             

(S//REL TO USA, FVEY) 	 (b)(1) USSC
(b)(1) USSC 	 

(S//RFJ TO USA, FVFY) 	 ,

(b)(1) USSC 

h)4 1 ) tissG                               

(q) (S//REL TO USA, FVEY) b)(1) USSC 
(b)(1) USSC 

(r_I(SHREL TO USA, FVEY) I 	 h 1) IISSC
(b)(1) USSC

(S//REL TO USA, FVEY) I 	 (b)(1) USSC

(b)(1) USSC

(SHRFJ TO USA. FVFY) j 	 (b)(1) USSC
(b)(1) USSC

(4) (U//F-OtiO) End States.

(uitfrebte) The DoD GIG is persistently secured, operated and defended
with mission-critical elements given priority of effort.

(U/IfOtIO) Freedom of action in cyberspace for DoD and mission
partners is assured.

(UH-FettO) Adversaries are deterred from attacking or exploiting the DoD
GIG.

(UllfettO) DoD GIG Operations and Defensive Cyberspace Operations
capabilities and capacity to secure, operate and defend the DoD GIG are fielded and
available for employment.

12
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(e)	 (UHF-Gide) (Ull-Fet	 Defense Support to Civil Authorities (DSCA) is
conducted when directed.

b. (ullic-ertte-) Tasks. Refer to Annexes for additional tasks.

(1) (U) Tasks to all DoD Components.

(U/fFeldet Plan and execute DoD GIG Operations, Defensive
Cyberspace Operations and related support activities to clear, hold and build a secure
and defensible DoD GIG. Maintain and report compliance with USCYBERCOM orders
and directives.

(U/traEfe) Comply with all USCYBERCOM policies and orders. Respond
to reporting requirements from USCYBERCOM J3.

(U//Fetle) Provide situational awareness data to USCYBERCOM J3.

(Utti-e+49) Coordinate and collaborate on cyberspace equities.

(U//FOLIO) Collaborate to define and refine requirements that build a
more secure and defensible DoD GIG.

(U//f= 0) Comply with DoD IA standards.

(UHFERK3-)- Comply with DoD equipment accountability standards and
procedures.

(U/t.F9Ll0) Develop and implement OPSEC plans ISO OGS.

(U//Feef3) Provide USCYBERCOM J3 a list of mission-critical elements
(systems, networks and nodes) on or connected to the DoD GIG.

(uhtFeue) Implement Information Condition (INFOCON), or Cyber
Condition (CYBERCON) when approved, and report compliance to the USCYBERCOM
Joint Operations Center (JOC).

(k)	 (UHFOlzfe) ICW USCYBERCOM J3, develop and implement DoD GIG
Operations and Defensive Cyberspace Operations assessment program.

(I)	 (U//f-elzie) Implement USCYBERCOM-directed Cyber Security
Inspection Program and provide reporting criteria to USCYBERCOM for DoD-wide
assessments.

(UHF04:40) Provide reporting as directed in the Annexes.

(Ull-Feee) ICW USCYBERCOM J8, program and budget for forces
assigned or OPCON to USCYBERCOM. Provide USCYBERCOM J8 with Planning,

13
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Programming, Budgeting and Execution (PPBES) documents, Service programs and
PPBES issues impacting DoD GIG Operations and Defensive Cyberspace Operations.

(2) (U) Tasks to HQ, USCYBERCOM.

(U) JO. Develop and maintain currency of Annex F (Public Affairs), Annex
Y (Strategic Communications) and Appendix 9 (Legal) to Annex C (Operations).

(U) J1

(U//F-ablia) ICW USSTRATCOM J1, coordinate with the Services to
ensure that qualified military and civilian personnel are assigned and recruited for DoD
GIG Operations and Defensive Cyberspace Operations.

(U//FGUI-0) Provide plans, policies and guidance for personnel readiness
issues that support execution of OGS.

(U/PF-E340) ICW USSTRATCOM J1, identify skill sets, training and
readiness metrics for forces in support of OGS.

(U/fFetl0) Develop and maintain Annex E (Personnel). Coordinate input
from J8 for Appendix 3 (Finance and Disbursing).

(c)	 (U) J2

(UHF-GU-0) Conduct Operational Preparation of the Environment (OPE)
ISO OGS within the limits of USCYBERCOM's delegated authorities.

(UHF-609) Conduct continuous intelligence operations, including post-
event assessments, ISO OGS.

(U//FOLIO) Through the Joint Intelligence Operations Center (JIOC),
ensure the availability of all sources of intelligence information from Combatant
Command and national intelligence resources.

(U//F0440.) Coordinate, synchronize and integrate intelligence into
operational plans and DoD GIG Operations and Defensive Cyberspace Operations
execution. Engage actively with the IC.

(U/I-Fette) Provide a quarterly threat update to all DoD Components and
authorized mission partners highlighting current and emerging threats.

(U/I-FOld49-) ICW DIA and the IC, develop, implement and maintain an
intelligence architecture to support USCYBERCOM operations.

7. Wife140) Develop and maintain Annex B (Intelligence).

(d)	 (U) J3
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(INFOULO) Command and control DoD GIG Operations and Defensive
Cyberspace Operations to achieve OGS objectives and desired end states.

(U/iFelthe-) Lead development and direct implementation of DoD GIG
monitoring.

(UHF-Geer) Direct, coordinate, synchronize and deconflict Defensive
Cyberspace Operations in order to achieve unity of effort to clear adversary presence
and vulnerabilities on the DoD GIG in priority of mission criticality.

(U//FGUO) Direct, coordinate and synchronize actions to hold secure the
DoD GIG from adversary intrusion or attack with priority on the mission-critical
elements.

(UHFOU0) ICW USSTRATCOM, define or update criteria and implement
procedures for changes to INFOCON, or when approved, CYBERCON.

(11//1-49U0) Lead development of, and issue, necessary orders to
accomplish OGS objectives.

(UBFG-14G) Lead development and direct the implementation of reporting
and analysis processes for DoD GIG Operations and Defensive Cyberspace
Operations.

(ull-Fetto) Lead the development, coordination and synchronization of
options to establish and maintain cyberspace superiority to hold secure the DoD GIG.
Direct implementation as appropriate with priority to mission-critical elements.

(U//feee) Establish and implement procedures for the conduct of risk
assessments related to DoD GIG Operations and Defensive Cyberspace Operations.

(UHF-et-JO) Establish and implement a process to assess Tactics,
Techniques and Procedures (TTP) for DoD GIG Operations and Defensive Cyberspace
Operations.

(U//ff3U-G) ICW USSTRATCOM and USNORTHCOM, establish a
DoD process for responding to national-level cyber incidents.

(U/IF6+:10) Develop and implement a comprehensive program for
assessing DoD components' DoD GIG Operations and Defensive Cyberspace
Operations effectiveness and provide recurring feedback to DoD components on their
status.

13. (UHFSLIG) Establish and maintain an effective Cyber Security
Inspection Program.
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(Ullfel40) Establish and implement governance of the DoD GIG that
specifies compliance requirements, establishes security standards, sets service delivery
standards and enforcement processes and procedures.

(UHrOtt-e) Establish cyberspace SA information requirements,
reporting procedures and technology baseline necessary to provide near real time SA.
Implement and promulgate to all DoD Components and designated mission partners.
Disseminate global DoD GIG Operations and Defensive Cyberspace Operations SA.

(UHFet:10) Establish a process to identify mission-critical elements of
the DoD GIG. Maintain an active and current database.

(UHFOU-0) Establish criteria and technology baseline and implement
Indications and Warning (I&W) processes and procedures.

(UHF) Establish and lead Joint Operational Planning Teams
(OPT) in order to support future DoD GIG Operations and Defensive Cyberspace
Operations.

(UHF-QUO) Implement procedures and direct the operational
configuration of DoD capabilities to achieve unity of effort ISO OGS.

(UHF-Old-0) Plan, implement and direct execution of DNDO, to include
establishing Pre-approved Actions (PAA) through the use of deliberate orders
processes, which enable rapid action to clear vulnerabilities and adversary presence on
the DoD GIG. The priority for DNDO will be on mission-critical elements of the DoD
GIG. Ensure deconfliction, coordination and synchronization across DoD and with
mission partners having equities in any given action.

(UHF) Develop and implement a more rapid and comprehensive
early warning capability of adversary threat activities against the DoD GIG.

(UH-FertiO) Provide geolocation and characterization of SATCOM
interference; develop and promulgate TTP to resolve SATCOM interference.

(UHF-Otte) ICW USSTRATCOM, NSA and DISA, develop and deploy
shared or peer-to-peer sensors to monitor and detect adversary cyber capabilities and
methods.

(uttpoide) Plan, organize and deploy Cyber Support Elements
(CSEs), to include Expeditionary Cyber Support Elements (ExCSEs), and other
adaptive cyber organizations to the Combatant Commands to support planning and
operations and improve SA.

(UHF-GM On order of the SecDef and after completing the required
inter-agency deconfliction, direct Defensive Cyberspace Operations beyond the
boundary of the DoD GIG.. Coordinate, synchronize and deconflict with other DoD and
authorized mission partners, as appropriate.

16
SECRET//REL TO USA, FVEY



SECRET//REL TO USA, FVEY

(U//17-0440.) Develop and maintain the currency of the OGS Base Order
and Annex A (Task Organization), Annex C (Operations), Annex J (Command
Relationships), Annex R (Reports), Annex S (Special Technical Operations (STO)) and
Annex Z (Distribution). Consolidate all Annexes with the Base Order. Disseminate to
the DoD and authorized mission partners.

(U) Develop and implement a cyberspace synchronization process.
Host a global synchronization conference at least annually and address coordination
across DoD components and the U.S. Coast Guard.

(e) (U) J4

(U/Ifeze) Plan, coordinate, direct and execute logistics and sustainment
functions ISO OGS.

(U//FOUR) Develop and maintain Annex D (Logistics and Sustainment).

(f) (U) J5

(Ull-Fette) Develop, and update as required, a cyberspace campaign
plan for cyberspace operations.

(U/T-G-61-0) Support current and future operations planning as subject
matter experts for supported Combatant Command contingency plan execution.

(U/tF0-61-0.) Lead development of future plans to accomplish OGS
objectives.

(U//Feb40) ICW USSTRATCOM and USCYBERCOM J8, advocate for
future capabilities and capacity to achieve OGS objectives. Establish and maintain the
Cyber Capabilities Registry (CCR) ICW DoD Components and mission partners.

(UMFE3+449) ICW USSTRATCOM, assess policy and doctrine related to
OGS and recommend changes or new policy and doctrine supportive of full
achievement of OGS intent and objectives.

U/tF9U-0) ICW USSTRATCOM, ensure future plans are supportive of
OGS end states and objectives.

7. LE/Fet149) Develop and maintain Annex 0 (Advocacy), Annex V (Mission
Partner Coordination) and Annex W (Acronyms, Glossary, References).

(g) (U) J6

1. uttFesde-) Adjudicate security issues associated with connections on the
DoD GIG. Coordinate adjudication with USCYBERCOM J3 and affected organization.
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(Ull-FG4G) Advise and assist USCYBERCOM J3 with planning and
execution of DoD GIG Operations and Defensive Cyberspace Operations.

(U/1-Feee-) Develop and implement network configurations to facilitate
DoD GIG Operations and hold secure the DoD GIG.

(U/iFet449-) ICW DISA and NSA, plan, develop, implement and integrate
critical communications systems and services to support DoD GIG Operations and
Defensive Cyberspace Operations.

ufrFeee) low DISA and USCYBERCOM J1, J3 and J7, develop a user
certification process and set of Information Assurance (IA) standards for baseline
competency for authorized users on the DoD GIG.

U//F8) Provide technical assistance and expertise to assure timely
and accurate situational awareness and GIG monitoring capabilities to the
USCYBERCOM J3 JOC.

(U/IFG1.104- Develop and maintain Annex K (Command, Control,
Communications and Computing (C4)).

(h) (U) J7

LE/F41443) ICW USJFCOM, develop, sponsor and conduct periodic joint
training and exercises to assess DoD GIG Operations and Defensive Cyberspace
Operations procedures, capabilities, effects, personnel training proficiency and TTP.

(U//Fetle-) ICW J1, J3 and J6, develop a master training program to
sustain and enhance the proficiency of personnel engaged in DoD GIG Operations and
Defensive Cyberspace Operations.

3. (S//REL TO USA,FVEY) 	(h)(1) USSC 

(b)(1) USSC

(U/IFOU+9) Establish and implement a lessons learned process to capture
results, best practices and practices to avoid.

(U//	 $) Develop and maintain Annex U (Exercises and Training).

(i) (U) J8

(u/AFetge) ICW USSTRATCOM, develop and implement a process to
present OGS resource requirements in the POM cycle.

(U/IFOUG) Perform resource management ISO OGS.
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C
(UHF-GUO) ICW J5 and J3, advocate for resources ISO OGS.

(U/tPeUe-) Publish and maintain Appendix 3 (Finance and Disbursing) to
Annex E (Personnel) to OGS.

(3) (U) Tasks to USCYBERCOM Service Components.

(a) (U) Tasks to all USCYBERCOM Service Components.

(UHFOUG) Respond to direction from USCYBERCOM for planning and
execution of DoD GIG Operations and Defensive Cyberspace Operations that secure,
operate and defend the DoD GIG with priority of effort on mission-critical elements.

(U/IFOUG) Coordinate with USCYBERCOM J3 for mission priorities,
requirements and capabilities.

(UH-FOUS) Develop and maintain subordinate or supporting operational
plans and orders ISO USCYBERCOM OGS or associated branch or sequel plans and
orders.

(Uhl) Maintain proficiency of, administer, support and report
readiness of Service forces delegated as OPCON from USCYBERCOM.

(UHF-GU-0) If authorized to conduct such activities, conduct or support
intelligence activities as directed.

(UllfettG) ICW USCYBERCOM J1, coordinate with the Services to
ensure that qualified military and civilian personnel are assigned and recruited for DoD
GIG Operations and Defensive Cyberspace Operations.

(UHFOU-0) ICW USCYBERCOM J3, facilitate the presentation of Service
cyber forces for DoD GIG Operations and Defensive Cyberspace Operations and
leverage Service capabilities and capacity.

(UHF-GU-0) Provide expeditionary forces as directed.

(UHF-GU-0) Assist USCYBERCOM, as requested, with operational
planning, to include identifying forces, capabilities, logistics requirements and other
related planning factors.

(UHFOUG) On order, assist in the establishment of a Joint Task Force
(JTF) headquarters and, as available, deploy C2 systems to support the JTF.

(UHF-GU-0) ICW USCYBERCOM J33, provide SA and performance
data of current cyber operations.

(UHF-GUG) When supporting a Combatant Command, and ICW
USCYBERCOM J3, coordinate for approval of Theatre-based cyber actions.
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(b) (U) U.S. Air Force Cyber Command/24 th AF (AFCYBER). Refer to
Annexes for tasks specifically assigned and implied.

(c)(U) U.S. Army Cyber Command /2d Army (ARCYBER). Refer to Annexes
for tasks specifically assigned and implied.

(U) U.S. Fleet Cyber Command/10th Fleet (FLTCYBERCOM). Refer to
Annexes for tasks specifically assigned and implied.

(U) U.S. Marine Forces Cyber (MARFORCYBER). Refer to Annexes for
tasks specifically assigned and implied.

(4) (U) Tasks to Combatant Commands.

(U//fettO) Respond to direction from USCYBERCOM for planning and
execution of DoD GIG Operations and Defensive Cyberspace Operations that
transcend a Combatant Command's AOR.

(U//FU6) Develop and maintain subordinate or supporting operational
plans and orders ISO USCYBERCOM OGS or associated branch or sequel plans and
orders.

(c) (Ullfetie) Collaborate with USCYBERCOM to facilitate coordination
and deconfliction of DoD GIG Operations and Defensive Cyberspace Operations.

(U/IFf3fee) Integrate DoD GIG Operations and Defensive Cyberspace
Operations into contingency plans.

(U/IFOUrf3) Accept CSEs and LNOs and integrate into operational and
intelligence flow.

(5) (U) Tasks to Services.

(U/iFOUG) Support OGS by providing secure, assured and interoperable
information systems and networks and ensuring that pertinent information is shared with
USCYBERCOM.

(Ull-Fe-EIG) Provide organized, trained and equipped forces to
USCYBERCOM, through USSTRATCOM.

(c)(U/tFOUG) ICW USCYBERCOM, ensure that Service-managed portions of
all DoD GIG programs are planned, resourced, acquired and implemented to support
attainment of OGS end states and objectives.

(d) (UHF6W-0) As requested, support USCYBERCOM planning and
execution of DoD GIG Operations and Defensive Cyberspace Operations.
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(U/Ifebe) ICW USCYBERCOM, develop and maintain DoD GIG
Operations and Defensive Cyberspace Operations capabilities for implementation ISO
OGS.

(U//r0t10) Support USCYBERCOM with assessment of DoD GIG
standards compliance.

(U//F0-1.1.0) Comply with standards to clear, hold and build a secure and
defensible DoD GIG.

(UHFCittO) Provide shared SA of Service-operated portions of the DoD
GIG to USCYBERCOM to support DoD GIG Operations and Defensive Cyberspace
Operations.

(U/fFette) ICW USSTRATCOM, provide Intelligence, Surveillance and
Reconnaissance (ISR) forces and intelligence to USCYBERCOM J2.

(U/IFCn49) USSOCOM will comply with Service tasks with the exclusion of
providing organized, trained, and equipped forces.

(6) (U) Tasks to DoD Agencies and Field Activities.

(a) (U) Tasks to all DoD Agencies and Field Activities.

(UHF-040) ICW USCYBERCOM, ensure that agency-managed and field
activity-managed portions of all DoD GIG programs are planned, resourced, acquired
and implemented to support attainment of OGS end states and objectives.

(U//Fetle) As directed, support USCYBERCOM planning and execution
of DoD GIG Operations and Defensive Cyberspace Operations.

(U/fF0-4J-0) Respond to direction from USCYBERCOM for planning and
execution of DoD GIG Operations and Defensive Cyberspace Operations.

(Ull-FG-U0) ICW USCYBERCOM J33, provide situational awareness and
performance data of current and plan cyber operations for assigned portions of the GIG
to support DoD GIG Operations and Defensive Cyberspace Operations.

(b) (U) National Security Agency (NSA).

1. (S//REL TO USA FVEY) (b)(1) USSC
(b)(1) USSC   

2. (U//FOUO) 
(b)(3) USSC

(b)(3) USSC      

3. (S//RFI TO USA, FVFY)( 	
(b)(1) USSC   
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4. (S//REL USA, FVEY)
(b)(1) USSC

b)(1) USSC

(c) (U) Defense Information Systems Agency (DISA).

(U//f-CoU0) Provide engineering, C2 capabilities and enterprise
infrastructure ISO OGS.

(Ull-F0140) Provide direct support to USCYBERCOM for DoD GIG
Operations and Defensive Cyberspace Operations.

(d) (U) Defense Intelligence Agency (DIA).   

1. (UHFOU0) (b)(3) USSC
(b)(3) USSIC  

2 (11//FOU0) (b)(3) USSC
(b)(3) USSC            

3. (U//FOUO)  h ".1 LISSC,        

(b)(3) USSC        

(e) (U) Law Enforcement and Counterintelligence (LE/CI).

(U//FEHR3) Provide timely actionable intelligence in support of DoD GIG
Operations and Defensive Cyberspace Operations, to include identifying the linkages
between insider and other threats.

(U//fetee) Provide intelligence systems support, funding, personnel and
training ISO OGS.

3. (U//Feble,) Synchronize investigative actions related to malicious activity
against the DoD GIG among Department of Defense law enforcement and
counterintelligence investigative organizations.

c. (U/iFetie) Coordinating Instructions.

(UHFOU49) This OPORD is effective upon receipt for planning and
execution.

(U/fFette) Direct Liaison Authorized (DIRLAUTH) as required to fulfill OGS
mission requirements. Maintain close coordination with USCYBERCOM and supported
commands. Coordination with partner nations must be accomplished through
USCYBERCOM, ICW the supported command, USSTRATCOM and the Joint Staff
(JS), and following appropriate foreign disclosure and information sharing regulations
and policies, as well as, existing memorandums of agreement or understanding.
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(U/f1F-Otie) For actions associated with OGS, the rules of engagement are
per Ref d.

(U/iFee0) To the maximum extent possible use the Joint Operations
Planning and Execution System (JOPES) to facilitate planning.

(UHFOU0) Routine rotation of forces is authorized, as coordinated with the
supported command.

(1.1//FetIO) Operational reporting will be in accordance with published
annexes to this OPORD and occur via DoD component operational channels to the
USCYBERCOM JOC while providing SA to the affected DoD component or mission
partner.

(U/1F-e-UO) DoD components that desire to achieve effects that exceed
authorities or capabilities, or are not otherwise addressed in existing plans or orders, will
contact the USCYBERCOM J3 for direction and guidance.

(U//Fe-YO) DoD GIG Operations and Defensive Cyberspace Operations
affecting IC networks under authority of the Director of National Intelligence (DNI) and
all networks that process sensitive compartmented information (SCI) will be executed in
accordance with joint procedures defined by the Secretary of Defense (SecDef) and the
DNI or their designees.

(Uhifeee) Submit any recommended updates to this OPORD, its annexes,
or appendixes to USCYBERCOM J3.

(LE/Fetle) USCYBERCOM OPORD 05-01 (formerly Joint Task Force-
Global Network Operations (JTF-GNO)) is superseded by this order.

(11) (U//Fe-WO) A standard set of metrics and measurements, developed and
promulgated by USCYBERCOM, will be used to assess DoD GIG operating
performance, determine the mission impact of service degradations or outages, and
assess the effectiveness of Defensive Cyberspace Operations capabilities, to include,
sensors and systems to counter threats and vulnerabilities.

4. (U) Administration and Logistics.

(LP/Feld-0) Funding. DoD components will fund all costs of operations required or
incurred as a result of OGS, including deployment and redeployment of personnel or
units. USCYBERCOM Service Components will track and report all incremental costs
incurred ISO this order to USCYBERCOM J8. Refer to Annex 0 for further guidance,
tasks and requirements.

(U//Fatke) Logistics and Sustainment. Refer to Annex D for further guidance,
tasks and requirements.
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(Lit/PG-WO) All DoD components and supporting mission partners will
conduct sustainment activities to ensure uninterrupted conduct of OGS.

(UHFOk3e) While it is anticipated that the majority of cyberspace operations
forces would not physically deploy to accomplish OGS tasks, if deployment is necessary
all USCYBERCOM Service Components will coordinate with the USCYBERCOM J4.

c. Personnel. Refer to Annex E for further guidance, tasks and requirements.

(U/tFelde) Concept of Personnel Support. Prior to and during OGS,
components will receive the majority of routine personnel support through their home
station and parent unit. J1 monitors component personnel operations and provides
assistance, as required.

(UHFOEfe) Strength Reporting. USCYBERCOM J1 provides the Joint
Personnel Status (JPERSTAT) to Joint Staff J1, USSTRATCOM J1 and
USCYBERCOM leadership as directed. All components that are under the Operational
Control (OPCON) of CDRUSCYBERCOM will submit the JPERSTAT to
USCYBERCOM J1 daily by 1600Z. The JPERSTAT Report is to be classified SECRET
and the primary transmission method shall be via secure email. Reports shall be
formatted in accordance with CJCSM 3150.13C.

d. (UH-FOUG-) Public Affairs (PA). Refer to Annex F for further guidance, tasks and
requirements.

(Lit/Feld:0) The PA posture for OGS is passive, respond to query only.
USCYBERCOM Service Components will coordinate and synchronize PA products with
USCYBERCOM PAO prior to release.

(U/11-0+30) In the event that information regarding a specific defensive
cyberspace operation is disclosed, the following statement is authorized after proper
notification to USCYBERCOM PAO: "The Department of Defense depends on
cyberspace for critical military capabilities and must be able to secure, operate and
defend DoD networks. The Department has more than 15,000 networks and 7 million
computing devices that are vital to our operations. The Department's strategy requires
the full range of capabilities to defend against a variety of threats and to protect our
networks."

e. (IP) Strategic Communication (SC). USCYBERCOM Service
Components will coordinate and synchronize OGS-related SC themes and messages
with USCYBERCOM SC prior to release. Refer to Annex Y for further guidance, tasks
and requirements.

5. (U) Command and Control.
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(UHF-MO) CDRUSCYBERCOM is the supported commander for OGS and all
other DoD components are supporting. USCYBERCOM provides the C2 that ensures
synchronization, coordination, deconfliction and direction of DoD GIG Operations and
Defensive Cyberspace Operations that transcend a Combatant Command AOR or that
have effects of a global nature. CDRUSSTRATCOM delegated authority to
CDRUSCYBERCOM in USSTRATCOM OGP OPORD to direct the security, operation
and defense of the DoD GIG. USCYBERCOM was designated the main effort in the
USSTRATCOM OGP OPORD with all other DoD components supporting. Previously,
CDRUSSTRATCOM was designated the supported commander in the DoD by the
SecDef.

(U/IFelzte) For DSCA operations, USCYBERCOM and USCYBERCOM Service
Components are supporting to USPACOM and USNORTHCOM.

c. (Ull-FOUG) For Combatant Command AOR-specific and functional mission
networks and systems, the relevant Combatant Command is the supported commander
for DoD GIG Operations and Defensive Cyberspace Operations requirements and
USCYBERCOM and its components are supporting. The supported Combatant
Command is responsible for the timing, sequencing and operational effects within its
AOR.

(b)(1) USSC  

(b)(1) USSC 

e. (C//REL TO USA, FVEY) (b)(1) USSC      

(b)(1) USSC            

(U//F-Otif0) All communications regarding OGS will be by appropriately secured
means, and with full adherence to OPSEC requirements.

(U/tP0.130) DoD GIG Operations and Defensive Cyberspace Operations data will
be shared and exchanged through common interoperable standards in accordance with
DoD data sharing policies and guidance.
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(UHF-E>U49) (UHF-0140) Standard orders formats (OPORD, Fragmentary Order
(FRAGO), Warning Order (WARNORD) and Plan Order (PLANORD)) will be used to
issue operational direction to secure, operate and defend the DoD GIG and for any
other cyberspace operation when directed. Information dissemination formats will be
limited to Cyber Daily Reports, Situation Awareness Bulletins, J2 Cyber Alerts and
Intelligence Summaries. Methods of dissemination will remain unchanged. Refer to
Appendix 23 (Orders and Reports) to Annex C for further guidance and direction.

(UHFOUG) In the event USCYBERCOM is unable to operate from its facilities at
Fort George G. Meade, C2 will be executed per USCYBERCOM Continuity of
Operations (COOP) Plan.

I< I d. ALEXANDER
General, USA
Commanding
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Annexes
A — Task Organization

— Intelligence
C — Operations

— Logistics and Sustainment
— Personnel

F — Public Affairs
— Civil Affairs (omitted)
— Meteorological and Oceanographic (omitted)

I — Not Used
J — Command Relationships
K — Command. Control, Communications, and Computer (C4) Systems
L — Environmental Considerations (omitted)
M — Geospatial Information and Services (omitted)

— Space Operations (omitted)
— Advocacy
— Host Nation Support (omitted)
— Medical Services (omitted)

R — Reports
— Special Technical Operations (STO)

T — Consequence Management (omitted)
— Exercises and Training

V — Mission Partner Coordination
W — Acronyms, Glossary, References
X — Execution Checklist (omitted)
Y — Strategic Communications
Z - Distribution



Subject: (U//11" .0,	OPORD 12-1016 (HOST BASED SECURITY SYSTEM (HBSS]
DEPLOYMENT AND OPERATIONS)

Originalor: USCYBERCOM(SC)

DTG: 212131Z Aug 12

Precedence: ROUTINE

DAC: General

To: AFOG AFWATCH(SC), AFRICOM CDR(MC), AFRICOM JOC CHIEF(MC), CDR NORAD(SC),
CDR USCENTCOM(MC), 	 CDR USPACOM HONOLULU HT(SC), CDR USSOCOM(MC), CDR
USSOUTHCOM(MC), CDR USSTRATCOM(SC), CMD CTR USSTRATCOM(SC), CMC WASHINGTON
DC(SC), CNO WASHINGTON DC(SC), COMDT COGARD WASHINGTON DC, DA HQDA
SECRETARIAT(SC), EUCOM EPOC JOC(MC), EUCOM CDR(MC), HQ AFRICOM(MC), HQ USAF
CC(SC), HQ USPACOM JOC(SC), HQ USPACOM(SC), HQ USSOUTHCOM(MC), HQ
USSTRATCOM(SC), N-NC CMD CENTER(SC), USCENTCOM COMMAND CENTER(MC), BTA
ARLINGTON VA(SC), DARPA ARLINGTON VA(SC), DECA. HQ(SC), DTAS CLEVELAND OH(SC),
DISA DCC(SC), DISA DIRECTOR(SC), DSCA OPS(SC), DNI WATCH, DSS WASHINGTON DC,
DTRA OPSCENTER WASHINGTON DC, HQ DCMA(SC), HQ DLA FORT BELVOIR VA(SC), MDA
OPERATIONS CENTER(MOC)(SC), NRO WASHINGTON DC, TMA FALLS CHURCH VA, USUHS
BETHESDA MD(SC), DIA WASHINGTON DC, EISA WASHINGTON DC(SC), DNI WASHINGTON
DC, DNI WATCH WASHINGTON DC, NSACSS FT GEORGE G MEADE MD, NSACSS SAN ANTONIO
TX, OSD CIO-PENTAGON CIO(SC), 24AF A3(SC), 24AF CC(SC), 6240C CC(SC), ARCYBER
WATCH OFFICER(MC),	 ARCYBER CER(SC), ARCYBER G3(SC), ARCYBER G33(MC),
COMFLTCYBERCOM FT GEORGE G MEADE MD(SC), COMNAVCYBERFOR VIRGINIA BEACH
VA(SC), MARFORCYBERCOM FT MEADE MD(SC), COGARD CIRT ALEXANDRIA VA, COGARD
CYBERCOM WASHINGTON DC
cc: OSD WASHINGTON DC, DEPT OF COMMERCE, WASHINGTON DC, DEPT OF ENERGY
WASHINGTON DC, DEPT OF HOMELAND SECURITY WASHINGTON DC, DEPT OF JUSTICE
WASHINGTON DC, DEPT OF STATE WASHINGTON DC, NAVCYBERDEFOPSCOM VIRGINIA BEACH
VA(SC), FEMA HQ WASHINGTON DC, NMCC WASHINGTON DC, SECDEF WASHINGTON DC,
USCYBERCOM FT GEORGE G MEADE MD

I

REF/A/OPORD/USCYBERCOM/19MAY11/(W/FeBe) OPERATION GLADIATOR SHIELD (OGS)
OPERATIONS ORDER (OPORD) 11-002 (S//REL TO USA, FVEY)//
REF/B/DOC (U) FRAGO 13 TO JTF-GNO OPORD 05-01 REQUIREMENTS FOR RAPID
DEPLOYMENT OF HBSS ON SIPRNET AND UNCLASSIFIED NETWORKS/26 NOV 08//(S//REL TO
USA, FVEY)// REF/C/DOC (U) USCYBERCOM CTO 10-080 HOST BASED SECURITY SYSTEM
BASELINE UPDATES FOR MAINTENANCE RELEASE 5 (MR5)/(U//FOU0)//
REF/D/SIPRNET URL(S) 	 .W..':Yr.2.1.S:.,11L.iL/J3/HP.SS/IALL.L.ASPX// 

REF/E/NIPRNET URL(U) HTTPS://PATCHES.MONT.DISA.MIL//
REF/F/SIPRNET URL(U)
REF/G/DOC(U)CHAIRMAN OF THE JOINT CHIEFS OF STAFF MANUAL 6510.O1A INFORMATION
ASSURANCE (IA) AND COMPUTER NETWORK DEFENSE (CND) VOLUME I (INCIDENT HANDLING
PROGRAM)/24 JUN 09/1
REF/H/DOC(U)CHAIRMAN OF THE JOINT CHIEFS OF STAFF INSTRUCTION 6510.01E
INFORMATION ASSURANCE (IA) AND COMPUTER. NETWORK DEFENSE (CND)/09 FEB 11//
REF/1/00C(U)DOD DIRECTIVE 0-8530.1 COMPUTER NETWORK DEFENSE(CND)/08 JAN
01//(U//FOU0)//
REF/J/DOC (U) USCYBERCOM CTO 10-133 COMMUNICATIONS TASKING ORDER (CTO) 10-133
PROTECTION OF CLASSIFIED INFORMATION ON DEPARTMENT OF DEFENSE (DOD) SECRET
INTERNET PROTOCOL ROUTER NETWORK (SIPRNET)

S=ET// 70 =,	 TAN, CDT', NZI
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(U//-Feee) COMMANDER'S INTENT.//

3.A.1. (U//Fe 	 PURPOSE. THE DEPLOYMENT, EMPLOYMENT, REPORTING, ANALYSIS,
AND
OPERATIONAL USE OF HBSS FOR DEFENSE OF THE DOD GIG.//

3.A.2. (U//-FIB)	 METHOD. USCYBERCOM WILL DIRECT DEFENSIVE ACTIONS AND
MANEUVER TO DENY THE ADVERSARY A FOOTHOLD ON THE DOD GIG. TILE DOD REQUIRES
ROBUST, ADAPTIVE, AND AGILE PROTECTION OF ITS INFORMATION SYSTEMS. HBSS
PROVIDES A CRITICAL LAYER OF THE DEFENSE-IN-DEPTH OF THE GIG, AND IS ABLE TO
DETECT,	 PREVENT, AND/OR MITIGATE CYBER ATTACKS AT THE HOST LEVEL.//

3.A.3. (U) END STATE//

3.A.3.A. (U// 	 •	 )	 HBSS CAPABILITY IS FIELDED AND FULLY MISSION READY.

3.A.3.B. (U//) ADVERSARIES ARE DETERRED FROM ATTACKING OR EXPLOITING THE
DOD G:G.

3.A.3.C. (U/frF670.1	 THE DOD GIG IS PERSISTENTLY SECURED AND DEFENDED USING
HBSS AS A KEY ELEMENT OF LAYERED, INTEGRATED DEFENSIVE CYBER OPERATIONS.

(U)	 CONCEPT OF OPERATIONS. SEE ANNEX C FOR DETAILED DESCRIPTION.

3.C. (U) TASKS

3.C.1.	 (U) TASKS TO CC/S/A/FA

3.C.i.A. (u//++)tte)	 DEPLOY HBSS AGENT AND MODULES TO ALL COMPATIBLE SYSTEMS
AND NETWORKS IAW ANNEX C, APPENDIX 1 AND 2, IN ORDER TO DENY AND DETER
ADVERSARIAL ACTION ON THE DOD GIG. SYSTEM COMPATIBILITY IS DETERMINED BY THE
OPERATING SYSTEM.	 A LINK TO THE "HBSS COMPATIBILITY MATRIX" IS PROVIDED AT
(REF D)	 UNDER TILE TTP SUBPAGE.

3.C.1.B. (U//r0U0) 	 REPORT ASSET DATA TO THE TIER ONE (ENTERPRISE) SERVER IAN
ANNEX C, APPENDIX 1 IN ORDER TO PROVIDE INDICATIONS AND WARNING DATA FOR
FURTHER ANALYSIS FROM TIER THREE (LOCAL) TO TIER ONE (ENTERPRISE).

3.C.1.C. (U//70U0)	 PROVIDE AND MAINTAIN EVENT DATA FEEDS TO THE TIER ONE
(ENTERPRISE) SECURITY INFORMATION AND EVENT MANAGER (SIEM) TAW ANNEX C,
APPENDIX 1 AND 2, IN ORDER TO PROVIDE I&W FOR DEFENSIVE CYBER OPERATIONS AND
SITUATIONAL AWARENESS FROM TIER THREE (LOCAL) TO TIER ONE 	 (ENTERPRISE).

3.C.1.D. (U//r000)	 REPORT EVENTS INDICATING AN :MMINENT THREAT TO THE GIG OR
SIGNIFICANT DEGRADATION OF THE DEFENSIVE POSTURE OF THE GIG IAW ANNEX C,
APPENDIX 3, IN ORDER TO MAINTAIN SITUATIONAL AWARENESS FROM TIER THREE
(LOCAL)	 TO TIER ONE (ENTERPRISE).

3.C.1.E. (U//70U0) 	 REPORT DEPLOYMENT AND COMPLIANCE IAW ANNEX C, APPENDIX 1,
IN ORDER TO PROVIDE SITUATIONAL AWARENESS ON THE DEFENSIVE POSTURE OF THE DOD
GIG.

3.C.1.F. (U//t .90)	 PROVIDE CONTACT INFORMATION FOR ALL TIER TWO (CC/S/A/FA)
PERSONNEL RESPONSIBLE FOR ALL ASPECTS CF HBSS ON A QUARTERLY BASIS IAW
FORMATS
SPECIFIED AT (REF D) IN ORDER TO ENHANCE EFFECTIVE COMMAND AND CONTROL OF
HBSS.
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4.A. (U//FOU0) HESS OPERATIONS SECURITY (02SEC). HBSS HAS BEEN DEPLOYED
ACROSS THE GIG IAW THE COMMERCIAL VENDOR INSTALLATION INSTRUCTIONS. HBSS
PROVIDES A VALUABLE SECURITY AND ANALYSIS TOOL CRITICAL BOTH TO THE
OPERATIONAL COMMANDER AND THE PROTECTION OF INFORMATION ACROSS THE GIG.
WHILE INITIAL COMMERCIAL CONFIGURATIONS AND CAPABILITIES OF HBSS ARE
AVAILABLE ON THE INTERNET, DOD SPECIFIC CONFIGURATIONS, POLICIES,
REQUIREMENTS, AND CAPABILITIES MUST BE PROTECTED. ALL DOD SPECIFIC
UNCLASSIFIED HBSS MITIGATIONS, CONFIGURATIONS, MODULES AND REQUIREMENTS WILL
BE PROTECTED FROM INADVERTENT DISCLOSURE OUTSIDE THE DOD AND ENCRYPTED WHEN
TRANSFERRED OVER ANY UNCLASSIFIED NETWORK. ALL DOD SPECIFIC HBSS THRESHOLDS
ARE CLASSIFIED SECRET REL FVEY IAW (REF K( AND MUST BE PROTECTED AS SUCH.
CLASSIFIED INFORMATION MUST BE TRANSMITTED ON THE APPROPRIATE NETWORKS OR
COMMUNICATION DEVICES.//

GENTEXT/COMMAND AND SIGNAL/5.

5. (U) COMMAND AND SIGNAL

(U//e6) DIRECT ALL TECHNICAL IMPLEMENTATION QUESTIONS TO YOUR LOCAL
INFORMATION ASSURANCE MANAGER 	 (IAM) OR CNDSP. FOR QUESTIONS NOT ADDRESSED BY
YOUR LOCAL IAM OR CNDSP, TECHNICAL REFERENCES ARE AVAILABLE AT (REF D), AND
FURTHER ASSISTANCE CAN BE OBTAINED FROM THE DISA CUSTOMER SUPPORT DESK.

(U//	 A) DIRECT ALL HBSS OPERATIONAL QUESTIONS TO:
JOINT OPERATIONS CENTER (JOC) 	 HBSS ANALYST
COMM: 443-654-3977
NSTS: 969-1473
NIPR: 	
SIPR: J34 EPECM200M.SV-L.M1. 

5.C. (U//FOU	 ) ACKNOWLEDGEMENT. ALL DOD CC/S/A/FA WILL ACKNOWLEDGE RECEIPT
OF THIS ORDER WITHIN 48 HOURS BY SENDING E-MAILS TO BOTH:
JOC DYNAMIC NETWORK DEFENSE OFFICER (DNDO)
COMM: 443-654-3972
NSTS: 969-1494
NIPR: 	 ' H. 
SIPR: ['NEC WATCH@r_'__-,_- {al. .._L.MIL

JOC DUTY OFFICER (JDO)
COMM: 443-654-3951
NSTS: 966-8730
NIPR: 	
SIPR: 30C0F37-1-BER20M.3AIL

GENTEXT/AUTHORIZATION/FOR THE COMMANDER, BRETT T. WILLIAMS, MAJOR GENERAL, US
AIR FORCE,	 UNITED STATES CYBER COMMAND DIRECTOR OF OPERATIONS, J3.//
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(b)(1 ) USSC

(U)Limited Scope DDoS EXORD

(U) Draft EXORD currently in staffing with the Joint Staff. Awaiting brief to CJCS and
SecDef.
(TS//REL USA, FVEY)

I (b)(1) USSC	 I
(TS//REL USA, FVEY)

(U) Iranian Cyber Actors
(TS//SI//REL USA, FVEY) i (b)(1) USSC
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The Overall Classification of this Brief is

Joint Information
Environment



oin	 ormation Environment (JIE)

A secure joint information environment, comprised of shared information
technology (IT) infrastructure, enterprise services, and a single security
architecture to achieve full spectrum superiority, improve mission
effectiveness, increase security and realize IT efficiencies. J1E is operated
and managed per Unified Command Plan (UCP) using enforceable
standards, specifications, and common tactics, techniques, and
procedures (TTPs).

Deployed Enyironmenit

Mission Applications 1

la /n14

Coalition Forces

JIE is not:

Program of Record /Joint

Program Office

Turn key solutions

Independent way of doing

things

Computing
••-_-••-•-

[	 Applications

"Enterprise Information E riot onment

Mobile N.:111‘ =la.	• I

(TDY/Deploy) diliure devices

JIE Graphical Illustration 
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ormation Environment - Benefits

Mission Effectiveness

— Rapidly and dynamically respond to and support changing mission information needs for
all operational scenarios

Users and systems will have timely and secure access to the data and services needed
to accomplish their assigned missions, regardless of their location

Users and systems can trust their connection from end to end with the assurance that
their activity will not be compromised

Capabilities are still available during an event , even if they are degraded

Increased Security

Can operate, monitor and defend the DoD's IT assets to attain and maintain information
dominance

We'll know who's on the network, what they're doing, and we can prove it

Efficiencies

nformation assets are joint assets to be leveraged for all Department missions

consistent IT architecture supports effective fielding of Department capabilities

The DoD has renewed visibility about its IT expenditures through increased budget
rans•arenc

JIE: Enhancing the Nation's $trategic Flexibility     

IC	 rl 1\11V
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ransitiona y er C2 Concept

Steady-State
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Transitton Model with JIE C2 Overlay

JIE C2 Based on Transition Model Current
(Service-Led EOC)

PRE-DECISIONAL FOR DISCUSSION PURPOSES ONLY...
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Transition Model with JIE C2 Overlay

JIE C2 Based on Transition Model Current
(DISA-Led EOC)

PRE-DECISIONAL I'OR DISCUSSION PURPOSES ONLY
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Operational Concept

3-5

werati
- Non-standard TTPs,
architectures & applications
- No standard ops architecture

CEOC established
Standardized TTPs
JIE ops architecture & Initial COP capability
Mixture of JIE EOCs and Service centers
Reduced number of CNDSPs

- Fully meshed E0Cs provide
seamless control and failover
- E0Cs in place for all non-
Service unique missions
- JIE COP in place
-Automated capabilities in
place, e.g. compliance
verification and reporting
- Standard TTPs, Architectures
& Applications



116._- JCS TANK 3 Star Programmers

IE Management Construct

JR OC

UbPSDEPS1 	 JCB

C4/Cyber FCB

JIE EXCOM  (Tri-chair: DoD CIO. JS/J6, CYBERCOM) USA, USIVIC, USN, DoN C10. SAF NGB, USCG. USDIAT&L. CAPE, DISA, USD(1).
USD(C), iAPRICOM, ENTCONI. EUCOM. NOP.THCOM. PACOIVI, SOCOM. OUTHCOM, STRATCOM. TRANSCOM)

Overall
JIE Lead 

DoD

t Plan/Coord Cell (Tri-chair: DoD 010. JS/J6. CYBERCOM) USA. USW, USN, DoN 010,
I.JSD(1) 1JSD1C) - Ensure synchronization of the Department's JIE plan in coordination wi

NGB. USCG, LISNATSL, CAPE. DISA.
ponent activities

Implementation Task 1

JIE Technical Synchronization Office
Technical & Implementation Lead - Develop. integrate and synchronize
JIE technical plans, programs, and capabilities and Execute the JIE tasks
Key Functions:	 <'"""°`s''•

Develops DoD technical architectures to enable JIE
Provides updates to the EXCOM through the Planning/Coordination Cell
Synchronizes technical implementation activities with Transition Managers
(,C/S/A)
Identifies recommendationsto meet Execution/Eudget Year resource shortfalls

s synchronization of net apab lilies & sun-setting of legacy IT.

ansition Risk a	 IT transitions to the "to be environment.-
:-w/ Technology Enterprise

Governance Lead -
Develop. integrate, and
synchronize JIE
governance models EC
processes

DoD CIO

Governance Artifact 1
C/S/A Elements 1

Governance Task
I

' Governance Artifactt	 L

USCC
Supported Commander

C 2 Cyber Task

rL  C2 Cyber Artifact

Operational Sponsor -
Develop, integrate and
synchronize Operational
procedures ISO JIE

C2 Cyber Artifact

C.(S/At Elements —31

*

(

S/A Elements
'  Implementation Task 
1 	  

-
DAB/CirAB

01PrCCT

SSIFIFD I M,I \f-)r - FIcs11 ,A!	 (DP'4LY

Engineering Task

Engineering Artifact i<
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peva lona C ept

Base/Camp/Post/Station
Air Force Navy Marines

MARFOREUR MARFORAF
etc.

ti
- Host Service maintains local infrastructure
- Host Service provides touch labor

Host Service provides local DGO/DCO incident response
Services maintain support to tactical units

- Maintain 'unique" support labor and mission

Global Enterprise Operations Center
(Manages JIE Enterprise) 

Directs full spectrum operations
- Works global cyber challenges

Prioritizes global cyber missions (lAW COCOM priorities)
Manage JIE global external Interfaces (ex: Internet

Access Points, etc.)
- JIE global focal point for external partners (Law
Enforcement, etc.)
- Maintains global situational awareness

Enterprise Operations Centers
Directs DCO/DGO activities within assigned area

- Works regional cyber challenges (as needed/directed)
Prioritizes regional cyber missions (lAW COCOM priorities)
JIE focal point for regional external partners (multinational, etc.)
Operate, maintain, and manage security & aggregation points within

assigned area
Maintains regional situational awareness
Computer Network Defense Service Provider (CNDSP) functions



ng Principles

I stakeholders are committed to achieving the end state
DoD IT will operate in an enterprise model with enforced governance
Mission success is the first priority
Common technical standards and processes are the default;
uniqueness may be allowed when essential for mission success
We will maximize utilization of existing efforts to include the IC and
Coast Guard
We must and will enhance security
We will operate within the existing statutory framework
Requirements, PPBE, and Acquisition processes will be aligned to
achieve the end state

11
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6 Jul 12— DMAG approved JIE Increment 1 Way Ahead
— Directed development of metrics with periodic updates back to DMAG

6 Aug 12 — JCS endorsed JIE Increment 1 implementation

E Increment 1 Authority

3. Recommend the JCS endorse the attached DoD Information Technology
Effectiveness brief, which approves JIE increment 1 implementation with a
focus in Europe as the first JIE area.

,ICL.  la'ace 	 F_,effectilveriess, L3 41.L11.1.7 2022

DATE:  6	 2---

LINIsE:  -7 /3 1:

DATEDC

DATE!  Z-.1 LeZ__,E.:›

0 USCG:
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ecretary of Defense's Efficiencies
9 Aug 10: IT community tasked to address
organization optimization, and sustainable
processes

6 Oct 10: Secretary of Defense provided
direction to consolidate the IT infrastructure
to optimize for the joint environment (COA 2)

5 Oct 11: DepSecDef signed DoD IT Enterprise
Strategy & Roadmap (ITESR)
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F nterpriseCIentrIc 

14 Nov 11: JCS meeting directed Components to build the DoD Plan to -at I 've IT
Efficiencies as a result of USCYBERCOM presentation

Joint Information Environment Task Force established. 6 month effort to develop:
Architectural definitions for Joint Information Environment

Plan of Action and Milestones

Use Cases

oD Senior Leadership Direction
6 Jul 12: Implement and develop JIE Business Case Analysis
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eep Initial Focus on Big Rocks

Network Normalization
Common network standards and TTPs
Single Security Architecture

Data Center Consolidation
Core Enterprise Data Center Standards
Service Data Center consolidation plans move to a Department focused
ID1 an

Identity and Access Management
— Access the Network from anywhere

Attributes access to data
Enterprise Services
— Common capabilities across the Department

Mission specific applications remain

Governance
Move Service IT efforts into optimized DoD plan



Enterprise Operations Centers Core Data Centers
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Service
Components

640P

Architecture

Secure Share
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Standards Secure Connect
Technology
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JIE Operations
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Transitional Cyber C2 Concept
Steady-State
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- JIE ops architecture

- Non-standard TTPs, 	 - GEOC established
architectures 8 applications 	 - Initial JIE COP capability
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JIE Inc. n

Inc. 4

JIE - Inc 1 
Ccrduct HCA and site sur,iey
Develop implementation plvn

Data Center Consolidation
Push n data Comer standards

-Close 09 data censers
Designate 5 core data centers

Network Normalization
Imp ement security arch lecture
Lomolidatc :-.crvice desk=
Dare Single Se=unty

Architecture
Enterprise Services

India Stancard Records
ivInnag rnent prcoes;
Errerprise Portal subsumes
DK 0.1,41,50
Cross Domain ICC

Identity and Access Mngt
Initia Data Tag g ng

enhanced person ID
ErLorprise E-mail Directo-y
Se . v ice

JIE	 Inc. 3

411...-- JIE

Mission Effectiveness

Increased Security

IT Efficiencies

Limited

Disparate MilDepPtans

ice r)rdi v

wow
Operational Ftex Maximized 

JIE apability - 

FY2012
	

FY20'13	 FY20'14
	

FY2015
	

FY201 6
	

FY20-17
	

FY2018
SHAPE
	

NORMALIZE
	

OPTIMIZE
	

SUSTAIN

JIE — Iric 2 

Conduct BCA and site survey
Dev e op implementation plan
Reg oval or global locus to be
dot nod by BCA

Data Center Consolidation
Establish 5 more core data
centers
Initial T actical Data Center:,

Network Normalization
Continue Inc 1 initiatives

Enterprise Services
Continue Inc 1 initiatives
Start phase out of point-to-
point cross domain solutions

Identity and Access Mngt
Continue Inc 1 initiatives

JIE — Inc 3

Data Centers Consolidation
10 nor: core data centers
Final — acbcal Data Centers

Nets ork Normalization
ar tnLie Ir IL 2 if iiirnitive.-;

Enterprise Services
Rerew Cloud E-Mail
Curt-act
Com plete Enterpnse Portal
Initial nitied Lapatiliti is;

Identityand Access Mngt
Credentialing and

autherti cation services

Data Center Consolidation
Fully franchised DoD
Cbild 0150% ser,iic es
cloud enabled

Network Normalization
Continue Inc 2 initiatives

Enterprise Services
Li nified Capabilities —
pease out legacy switches
Complete Enterprise E-
rna I
Complete point-to-point
Cross Domain solutions
pease cut

Identity and Access Mngt
Continuo Inc 3

% Note: Level of
Programmatic. Execution
and Operational Risks are
captured and mitigated as
implementation occurs

Data Center Consolidation
Susta n

Network Norm alizati on
Susta n

Enterprise Services
Ur Hied Capabilities
Services cloud enabled

Identity and Access M
Sinta n

JIE	 Inc. 1	 pro

JIE	 Inc. 2

Initial Focus on Big Rocks
Network Normalization
Data Center Consolidation
Identity anc,' Access
Management
Enterprise Services
Governance
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