
 

United States Cyber Command 
On June 23, 2009, the Secretary of Defense directed the Commander of U.S. Strategic 
Command to establish a sub-unified command, United States Cyber Command 
(USCYBERCOM). Full Operational Capability (FOC) was achieved Oct. 31, 2010. The command 
is located at Fort Meade, Md.  

Commander 
Admiral Michael S. Rogers 

Mission 
USCYBERCOM plans, coordinates, integrates, synchronizes and conducts activities to: direct 
the operations and defense of specified Department of Defense information networks and; 
prepare to, and when directed, conduct full spectrum military cyberspace operations in order to 
enable actions in all domains, ensure US/Allied freedom of action in cyberspace and deny the 
same to our adversaries.  

Focus 
The Command has three main focus areas: Defending the DoDIN, providing support to 
combatant commanders for execution of their missions around the world, and strengthening our 
nation's ability to withstand and respond to cyber attack. 

The Command unifies the direction of cyberspace operations, strengthens DoD cyberspace 
capabilities, and integrates and bolsters DoD's cyber expertise. USCYBERCOM improves DoD's 
capabilities to operate resilient, reliable information and communication networks, counter 
cyberspace threats, and assure access to cyberspace. USCYBERCOM is designing the cyber 
force structure, training requirements and certification standards that will enable the Services to 
build the cyber force required to execute our assigned missions.The command also works 
closely with interagency and international partners in executing these critical missions.  

Organization 
USCYBERCOM is a sub-unified combatant command subordinate to USSTRATCOM. Its service 
elements include Army Cyber Command (ARCYBER), Fleet Cyber Command (FLTCYBER), Air 
Force Cyber Command (AFCYBER) and Marine Forces Cyber Command (MARFORCYBER). 
Coast Guard Cyber Command (CGCYBER), although subordinate to the Department of 
Homeland Security, has a direct support relationship to USCYBERCOM. The Command is also 
standing up dedicated Cyber Mission Teams to accomplish the three elements of our mission. 

Seal 
The eagle, our national symbol, is revered for the keen eyesight that allows it 
to pierce the darkness and remain vigilant. The two swords on the shield 
represent the dual nature of the command to defend the nation and, if 
necessary, engage our enemies in the cyber domain. The lightning bolt 
symbolizes the speed of operations in cyber, and the key illustrates the 
command's role to secure our nation's cyber domain.  
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